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Share Certification Success 
Community bankers who achieve certification earn a 
digital badge and can effortlessly share with the world 
what they have achieved, from what entity it was achieved, 
and why it matters. ICBA Education’s digital credentials 
cannot be falsified and protect the integrity of the learner’s 
accomplishment.

National Association of State Boards of Accountancy
ICBA Education is registered with the National Association of 
State Boards of Accountancy (NASBA) as a sponsor of continuing 
professional education on the National Registry of CPE Sponsors. 
State boards of accountancy have final authority on the acceptance 
of individual courses for CPE credit. Complaints regarding registered 
sponsors may be submitted to the National Registry of CPE Sponsors 
through its website: nasbaregistry.org.

Who should attend:
• Technology officers
• IT managers
• Chief information officers

Offered once annually:
• In-person classroom settings.
• Visit icba.org/seminars for

dates and locations.

Fees (subject to change):
ICBA Member
$2,699 (with testing fee $3,199)

Non-Member
$3,599 (with testing fee $4,099)

Non-Banker
4,499 (with testing fee $4,999)

Certification Testing Fee: $500

CCBTO

Certified Community Bank
Technology O	cer

Designation Requirements CPE Credits Earned

CCBTO
ICBA IT InstituteSM

30 CPE credits every two years.
Certification renewal fee: $125

38
Program Level: Intermediate
Prerequisites: No previous experience or training necessary 
Delivery Method: Group Live
Field of Study: Information Technology

ICBA IT InstituteSM

Information technology solutions continue to evolve. This creates 
opportunities for community banks to increase efficiency, improve service 
capabilities, and better safeguard customers. This program addresses 
today’s community bank needs for managing and maximizing technology 
investments and shows IT managers and officers the solutions they can 
utilize to help strengthen existing IT capabilities, develop operational 
efficiencies and business continuity solutions, and more.

Learning Objectives:
• Conduct financial overview and assess impact of IT governance.
• Perform risk assessment/evaluate emerging technology and future plans.
• Develop budgets for IT and learn to make informed decisions regarding

systems selection.
• Manage projects, enhance communication, and provide mentoring/

team reviews.
• Identify misconceptions and threats, analyze the cyber attack lifestyle,

and evaluate real-world attack vectors in information security.
• Implement security monitoring practices and develop effective cyber

incident response strategies.
• Apply FFIEC BCP guidance and implement five-phase approach to

business continuity planning.
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